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Transparency or Security? An intricate balance 
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Ensuring Transparency 
Why is being Transparent important?

• The right to guarantee ownership
• The right to access information
• Ambition

 Citizen value

What measures did Kadaster implement?

• Standardization
• Monitoring and logging
• ‘My Government’
• Interpretation 



Protecting personal data

Zero Trust Architecture Purpose Limitation

“Your nosy neighbour is not en琀椀tled to your personal data, while 

your notary who dra昀琀s up the deed of sale of your home does” 

(Dabroek, 2023) 



Protecting personal data

APG - counter

Special positions

Challenges

Document registration

Filtering variables

Q A

Consultative system

Q A

A

A



Principles for policy

Technology

“Are we able to do it?”
Legal

“Are we allowed to do it?”

Ethical

“Do we want to do it?”



Take away message

Technology Legal

Transparency Security

Ethical



Thank you!
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